CASE STUDY

Streamlining Threat Intelligence Reporting
EXECUTIVE SUMMARY

Radware is a leading global provider of cybersecurity and application delivery solutions for physical, cloud, and software defined data centers. Publishing frequent cyber threat analysis reports for its customers, Radware turned to Cybersixgill for its reporting on specific threat actors and for the added convenience of automatic, real-time updates on the latest threat intelligence.

Key Benefits

- More time-efficient approach to cyber threat analysis
- Real-time alerts delivered conveniently via smartphone
- Robust tools for investigating individual threat actors

THE CHALLENGE

Radware's Cyber Threat Intelligence Division has its finger on the pulse of the latest developments in the world of cyber threats so it can keep its customers informed. To do that, the team maintains a demanding schedule of releasing reports that analyze the latest trends and findings. They were determined to keep pace with the company's growing research needs without compromising on the quality of their reports and the depth of their threat analysis.

THE SOLUTION

To boost the efficiency of the division's threat analysis, Radware subscribed to Cybersixgill's Investigative Portal. Radware began using the portal to streamline the team's work.

The Portal enables users to discreetly access content posted via underground sources on the deep and dark web. Using a variety of investigative strategies, users can build out comprehensive profiles for threat actors that include likely geographic location, their social network, their motives, their activities across platforms, and more. And when a threat actor switches to a new forum - a frequent occurrence in the dynamic world of the deep and dark web - the portal can be used to search across platforms for that particular actor.
THE RESULTS

In addition to providing Radware’s Cyber Threat Intelligence Division information on specific threat actors, Cybersixgill’s Investigative Portal has enabled this team to streamline its threat analysis, saving significant time. The automatic updates also ensure that the latest intel is conveniently accessible via smartphone.

ABOUT CYBERSIXGILL

Cybersixgill’s fully automated threat intelligence solutions help organizations fight cyber crime, detect phishing, data leaks, fraud and vulnerabilities as well as amplify incident response - in real-time. The Cybersixgill Investigative Portal empowers security teams with contextual and actionable insights as well as the ability to conduct real-time investigations. Rich data feeds such as Darkfeed™ and CVE insights from DVE Score™ harness Cybersixgill’s unmatched intelligence collection capabilities and deliver real-time intel into organizations’ existing security systems. Most recently, Cybersixgill introduced agility to threat intel with their CI/CP methodology (Continuous Investigation/Continuous Protection). Current customers include enterprises, financial services, MSSPs, governments & law enforcement entities.